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1 Syllabus

This online course will provide the participant an opportunity to learn Casa Cable Modem Termination System (CMTS) C100 and C40G hardware and software. This course is designed with an emphasis on verifying configurations, diagnostics and troubleshooting.

1.1 Audience

Who should participate?

This course is most appropriate for technical professionals who are not typically implementing configurations but rather are in support of the Axyom Security Gateway such as NOC and support engineers who need to understand how to verify, diagnose and troubleshoot the Casa CMTS after production deployments.

1.2 Topics

- Identify the SeGW’s role at the edge of the Provider’s network
- Discuss SeGW features with the functionality each feature provides
- Specify how the SeGW supports local redundancy
- Specify the definitions of the SeGW’s named interfaces
- Identify the components of the SeGW Configuration Hierarchy
  - Distinguish between multi-use and unique-use Individual Elements
  - Specify the four most important parts of a Crypto Template
  - Identify the two parts of a Crypto Map
  - Specify the components of a Security Policy
  - Identify the two parts of a Security Gateway Service
- Identify the Key Performance Indicators (KPIs) the SeGW supports
- Verify critical configurations with the CLI commands